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Dear Reader,

Thank you for choosing Microsoft Windows Server 2012 
Administration Instant Reference. This book is part of a family of 
premium-quality Sybex books, all of which are written by outstanding 
authors who combine practical experience with a gift for teaching.

Sybex was founded in 1976. More than 30 years later, we�re still com-
mitted to producing consistently exceptional books. With each of our 
titles, we�re working hard to set a new standard for the industry. From 
the paper we print on, to the authors we work with, our goal is to bring 
you the best books available.

I hope you see all that re� ected in these pages. I�d be very interested to 
hear your comments and get your feedback on how we�re doing. Feel 
free to let me know what you think about this or any other Sybex book 
by sending me an email at nedde@wiley.com. If you think you�ve found 
a technical error in this book, please visit http://sybex.custhelp.com. 
Customer feedback is critical to our efforts at Sybex. 

 Best regards,

 

 Neil Edde
 Vice President and Publisher
 Sybex, an Imprint of Wiley
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Introduction

A dministering and maintaining servers can sometimes appear daunt-
ing. In fact, a lot of industry studies say a majority of IT resources 

(such as budget, personnel, and time) are spent just maintaining existing 
servers and infrastructure. As administrators, we do not always have 
the time to learn how new technologies can improve our day-to-day 
tasks, and we often rely on the status quo the server can provide.

Although this book is not designed to dig deeply into the details 
behind Windows Server and server technologies, it will provide you 
with a quick and easy reference to many of the tasks you perform daily. 
This book will also get you quickly up to speed with many of the new 
features in Windows Server 2012 as well as show you how Windows 
Server 2012 can improve your daily administrative tasks.

You will notice that the book is organized speci� cally to help you 
� nd information quickly. It is organized into parts that categorize chap-
ters into major topics. Then each chapter deals with a speci� c subject. 
At the beginning of each chapter, you will see what the chapter will 
cover and where you will � nd it in the pages. This method of organiza-
tion is designed to assist you in � nding the information that you need to 
solve immediate problems or begin a process as painlessly as possible. 
Ideally, this book will become part of your everyday toolbelt, something 
you can pick up whenever you need a quick reference or a reminder.

We hope you enjoy this book.

Who Should Read This Book
This book is designed for anyone who administers a Windows server 
environment. It is for experienced and new administrators alike. This 
book is also for administrators looking to learn how to use many of the 
new enhancements Windows Server 2012 can bring to their existing 
networks. This book will show administrators how to improve many of 
the day-to-day tasks of server administration.

This book will provide guidance for many common server tasks, such 
as setting up Group Policy and backing up and recovering your server.
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This book will also show you many of the new and improved features 
built into Windows Server 2012 to help you improve server administra-
tion and management.

How to Contact the Authors
We welcome feedback from you about this book or about books you�d 
like to see from us in the future. You can reach us by writing to Matt at 
raid78@msn.com or to Chris at cj.henley@hotmail.com. You can also con-
tact us via our blogs:

http://blogs.technet.com/matthewms/
http://www.veeam.com/blog/author/chris-henley

Sybex strives to keep you supplied with the latest tools and information 
you need for your work. Please check its website at http://www.sybex.
com/go/winserver2012instantref,  where we�ll post additional content 
and updates that supplement this book if the need arises.
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1

IN THIS CHAPTER, YOU WILL LEARN TO:

� PLAN FOR WINDOWS SERVER 2012 (Pages 4 � 12)
� Understand Hardware Requirements (Page 5)
� Understand Windows Server 2012 Editions and 

Roles (Page 6)
� Understand Server Core (Page 9)
� Consider Your Licensing Options (Page 11)

� INSTALL WINDOWS SERVER 2012 (Pages 12 � 31)
� Perform a Windows Server 2012 Full Installation (Page 12)
� Perform a Windows Server 2012 Server Core 

Installation (Page 19)
� Use scon� g to Con� gure Your Windows 

Server 2012 Server Core (Page 19)
� Upgrade to Windows Server 2012 (Page 22)
� Install Windows Server 2012 Server Unattended (Page 26)

� MIGRATE TO WINDOWS SERVER 2012 (Pages 32 � 38)
� Install Windows Server 2012 Migration Tools (Page 33)
� Migrate to Windows Server 2012 (Page 38)

� A NEW SERVER MANAGER (Pages 38 � 42)

Getting Started with Windows 
Server 2012
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Chapter 1 

�

 Getting Started with Windows Server 20124

E very release of Windows Server has offered numerous features and 
functionality to assist administrators and companies with their 

day-to-day tasks. Each new release has offered plenty of new func-
tionality but has also increased the administrative burden for the serv-
ers. Windows 2000 Server laid the foundation for Active Directory. 
Windows Server 2003 became the � rst dedicated server platform from 
Microsoft. Windows Server 2008 sought to offer server � exibility by 
providing role-based deployment including streamlined new roles such 
as Server Core.

Windows Server 2012 is a revolutionary release of the operating sys-
tem. While Windows Server 2012 continues to build on prior releases, it 
delivers improvements to the Microsoft Windows Server platform. From 
the game-changing Hyper-V addition of shared-nothing live migra-
tion (you will learn more about that in Chapter 14, �Maintaining Your 
Virtual Servers�) to better server management capabilities (you can now 
easily manage multiple servers from one console) and improvements 
designed to work with Windows 8, Windows Server 2012 has a lot to 
offer.

However, even with the addition of all these capabilities, Windows 
Server 2012�s true bene� ts still are for administrators and were designed 
to improve the day-to-day tasks of administrators.

Before you begin to dig into the day-to-day improvements of admin-
istrative tasks, you should understand how the server was built so you 
can properly administer it. Do you need to install a new server? Do you 
need to perform an in-place upgrade? Do you migrate existing services 
such as DNS, Active Directory, or printers? These vital questions need 
to be answered so you can start to take advantage of the administrative 
improvements in Windows Server 2012. This chapter will take a brief 
look at planning, installing, and upgrading to Windows Server 2012. 
You will also learn about installing the migration tools.

Plan for Windows Server 2012
You have probably heard this phrase a thousand times (well, make this 
a thousand and one): �If you fail to plan, you plan to fail.� Having a 
solid idea what role the server will play is important to the health of IT 
as well as to your sanity. Some of the decisions you make during the 
planning process can impact the installation phase. If your planning 
is off, your installation will be off. Although � xing most installation 
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Plan for Windows Server 2012 5

problems can be straightforward, some can become quite complex 
to � x, if not completely irreversible. Everyone has done the �FDISK, 
format, reboot� dance of destruction at least once to � x the wrong 
decisions.

In this section, you will look at the hardware requirements and 
recommendations for a Windows Server 2012 server installation. You 
will also learn about the roles and features that a Windows Server 
2012 server can perform. In addition to the resources mentioned in 
this chapter, Microsoft offers several free tools to assist you in your 
planning process. These assessment tools are included in the Microsoft 
Assessment and Planning (MAP) Toolkit:

http://technet.microsoft.com/en-us/solutionaccelerators/
dd537566.aspx?SA_CE=NOT-MAPBETA-SITE-TNETWINSVR-20090615

Understand Hardware Requirements
Like its predecessors, Windows Server 2012 offers numerous roles and 
editions of the server operating system. Just like Windows Server 2008 
R2, Windows Server 2012 will be released only in 64-bit versions. 
This means before you even start, you need to have the proper hard-
ware to support the operating system. This requirement will also dic-
tate upgrade and migration paths. Table 1.1 shows the base hardware 
requirements for Windows Server 2012.

Table 1.1: Windows Server 2012 Minimum Hardware Requirements

Resource Requirement

Processor 1.4GHz x64 processor

Memory 512MB RAM

Drive space 32GB

Drive DVD-ROM

Display and others Super VGA 800 × 600 or higher
Keyboard and mouse

These recommendations are the bare minimum needed to get the 
server up and running. See Table 1.2 for additional recommendations 
for processor memory and hard drive space. They will offer a base sys-
tem with solid performance and � exibility for additional functions.

Ge
tti

ng
 S

ta
rt

ed

PART I

c01.indd   5c01.indd   5 5/23/2013   4:24:31 PM5/23/2013   4:24:31 PM



Chapter 1 

�

 Getting Started with Windows Server 20126

Table 1.2: Additional Hardware Recommendations

Resource Recommendation

Processor 2GHz x64 dual-core processor

Memory 4GB RAM

Drive space 100GB

You should always look at the base requirements as the bare mini-
mum to get the server operating system up and running. Generally 
speaking, these minimum requirements do not take into account the 
workload you will be placing on the server. You should always consider 
the roles and applications that will be loaded on the server. You should 
consider the recommendations and requirements for those applications 
as additional resources to those listed in Table 1.1. This will allow you 
to have servers that will perform satisfactorily and meet your needs, 
while having a little room to grow.

If the server is going to be used for virtualization workloads, ensure 
you have enough RAM and processor cores to support the Windows 
Server 2012 operating system as well as the virtual servers running on 
the server. How many servers, what types of servers, and what types 
of applications are all factors you need to review carefully when you�re 
planning a virtualization server. One last note of concern for a virtual-
ization server: Whether you choose VMware or Hyper-V virtualization 
technologies, make sure your processor hardware supports hardware-
assisted virtualization. Either AMD Virtualization (AMD-V) or Intel 
Virtualization Technology (Intel VT) will work. These technologies 
typically also need to be enabled in the BIOS because they are generally 
not enabled by default. Enabling the virtualization normally requires a 
full hard reboot to take effect. Make sure you enable these technologies 
before installing your virtualization technology. In Chapter 14, you will 
learn more about Hyper-V.

Understand Windows Server 2012 Editions and Roles
Windows Server 2012 streamlined the number of editions to four. This 
book focuses on the Datacenter and Standard editions. One important 
note is that both editions (Datacenter and Standard) are technically the 
same; they both provide the full technical capability of the Windows 
Server 2012 platform. The difference between the Datacenter and 
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Plan for Windows Server 2012 7

Standard editions involves licensing virtual operating systems. (We 
will cover those in the �Consider Your Licensing Options� section in 
this chapter.) Table 1.3 gives an overview of the Windows Server 2012 
editions.

Table 1.3: Windows Server 2012 Editions

Edition Overview

Datacenter Designed for large-scale highly virtualized infrastructures. Ideal for pub-
lic, private, and hybrid cloud deployments.

Standard Designed for nonvirtualized environments where physical server deploy-
ment is preferred. Great for smaller infrastructures or branch of� ces.

Essentials Geared toward small business environments. Includes built-in con� gura-
tions to connect to cloud-based services. Limited to 25 users.

Foundation Provides general-purpose Windows Server functionality. Limited to 15 
users.

Once you have chosen the right edition for your needs, you need to 
look at the services the server will provide for your infrastructure. These 
services come in the form of roles. Windows Server 2012, like Windows 
Server 2008 R2, provides several server roles that can be installed on the 
server. A role is a set of software features and functions that provides 
services for your server and infrastructure. Some of these roles require 
additional planning to provide a stable and reliable environment.

Table 1.4 describes the server roles.

Table 1.4: Windows Server 2012 Server Roles

Role Function

Active Directory Certi� cate 
Services (AD CS)

Allows for the creation of certi� cate authorities. This role 
allows you to host your own Public Key Infrastructure (PKI) 
on the server.

Active Directory Domain 
Services (AD DS)

Provides single sign-on (SSO) capabilities for your network 
and network services. This allows for the creation of 
objects (users, groups, computers, and so on) for use with 
network authentication and authorization.

Active Directory 
Federation Services 
(AD FS)

Provides single sign-on capabilities across multiple forests 
and domains. Additionally, this role provides web single 
sign-on.
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Role Function

Active Directory 
Lightweight Directory 
Services (AD LDS)

Commonly referred to as ADAM, this role is a lightweight 
version of AD DS. It allows for the storage of a base direc-
tory used for speci� c applications.

Active Directory Rights 
Management Services (AD 
RMS)

Allows you to provide authorization and veri� cation services 
to users to access protected content.

Application Server Provides the ability to have high-performance distrib-
uted applications (mainly applications that use the .NET 
Framework).

DHCP Server Provides automatic TCP/IP address services for your 
network.

DNS Server Provides name and service resolution services for TCP/
IP networks. This is a core component for AD DS, and it is 
highly recommended you use this built-in service for your 
domain controllers.

Fax Server Allows basic fax functions to be hosted on the server, such 
as sending, receiving, and reporting.

File and Storage Services Provides many services for the � le system, including replica-
tion, managing shares, and faster � le searches. This role 
also provides services for UNIX clients to access � les on the 
server.

Hyper-V Provides the ability to create, manage, and perform live 
migration of virtual machines. Virtual machines operate on 
the host machine and are servers without the hardware.

Network Policy and Access 
Services

Provides resources for routing and remote access. This ser-
vice also provides the framework for Network Access and 
Protection (NAP) and DirectAccess. Included in this service 
are two core components: Health Registration Authority 
and the Host Credential Authorization protocol.

Print and Document 
Services

Provides the ability for a centralized print server as well as 
management for printers. This service also installs the nec-
essary Group Policy Objects (GPOs) for printer management 
through Group Policy.

Remote Access Provides remote access services for your clients, from 
always-on Direct Access to traditional VPN. Additionally 
Remote Access provides routing capabilities such as 
Network Address Translation (NAT).

Table 1.4: Windows Server 2012 Server Roles (continued)
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Role Function

Remote Desktop Services Provides the ability for your users to access the Remote 
Desktop Services on your server. These services provide 
presentation virtualization for your thin clients. Formerly 
called Terminal Services.

Volume Activation 
Services

Provides the server capability to manage licensing in your 
organization for Key Management Services or Directory 
Based Activation.

Web Server (IIS) Provides the core infrastructure for a web server.

Windows Deployment 
Services

Installs the services for deploying Windows operating sys-
tems across the network.

Windows Update Services 
(WSUS)

Provides the management framework for Microsoft 
updates. This service allows you to deploy updates in a 
variety of options across your network.

NOTE Table 1.4 gives brief explanations of all the services 
available to Windows Server 2012. For more details, please take 
a look at Chapter 2, �Adding Server Roles and Functionality.� 
You can also get a more thorough explanation of the roles at 
http://technet.microsoft.com/en-us/windowsserver/default.
aspx. In Windows Server 2012, some of the roles and features 
have been changed under the covers.

Understand Server Core
Windows Server 2012 Server Core is another installation option that 
is worth further mention. As in Windows Server 2008 and Windows 
Server 2008 R2, Windows Server 2012 Server Core is a very stream-
lined version of Windows Server. In Windows Server 2012, Server Core 
is now the default installation option. Server Core has limited function-
ality and runs a subset of the roles provided by Windows Server 2012. 
Server Core does not have a GUI. This means that all the administra-
tion is performed remotely or via a command prompt. Most impor-
tantly, the Server Core option is no longer a permanent installation-time 
decision; you can add the GUI back later if you want. Unlike Windows 
Server 2008 R2 (where you had to reinstall the server to remove the 
GUI), with Windows Server 2012 you can add and remove the GUI 
management tools easily.
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This by no means implies that Server Core does not have usefulness 
in the network. The Server Core role provides a nice addition to your 
network without the overhead of a traditional server. This lowers the 
overall maintenance and security risks for the server. Server Core 
can also reduce the amount of patching that is required to keep the 
server up-to-date, and it is the Microsoft preferred installation for 
Windows Server 2012. The server provides support for these 
thirteen roles:

� DNS Server
 � DHCP Server
 � Active Directory Domain Services (AD DS)
 � Active Directory Lightweight Directory Services (AD LDS)
 � File Services (including File Server Resource Manager)
 � Print and Document Services
 � Web Server (IIS, including a subset of ASP.NET)
 � Streaming Media Services
 � Windows Server Update Server
 � Active Directory Rights Management Server
 � Active Directory Certi� cate Services (AD CS)
 � Hyper-V
 � Routing and Remote Access Server and the following subroles:

 � Remote Desktop Services Connection Broker
 � Licensing
 � Virtualization

Server Core is one of the two choices during installation, the other 
being a Full GUI installation. Additionally, you have a new option 
called Minimal Server Interface. The Minimal Server Interface provides 
graphical management tools and infrastructure for a hybrid manage-
ment alternative. 

Also in Windows Server 2012, if you install the full GUI, you can 
add additional desktop components via the Desktop Experience fea-
ture. In Table 1.5, you can see the components included in each of these 
choices.
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Table 1.5: Windows Server 2012 Feature Availability by Installation Option

Feature Server 
Core

Minimal 
Server 
Interface

Server 
with GUI

Desktop 
Experience 
Feature

Command Prompt Available Available Available Available

Windows PowerShell/
Microsoft .NET

Available Available Available Available

Server Manager N/A Available Available Available

Microsoft Management 
Console (MMC)

N/A Available Available Available

Control Panel N/A N/A Available Available

Control Panel applets N/A Some Available Available

Windows Explorer N/A N/A Available Available

Taskbar N/A N/A Available Available

Noti� cation area N/A N/A Available Available

Internet Explorer N/A N/A Available Available

Built-in help system N/A N/A Available Available

Themes N/A N/A N/A Available

Windows 8 Shell N/A N/A N/A Available

Windows Store and sup-
port for Windows Store 
apps

N/A N/A N/A Available

Windows Media Player N/A N/A N/A Available

In the �Perform a Windows Server 2012 Server Core Installation� 
section, you will see how to install these different options.

Consider Your Licensing Options
When you install Windows Server 2012 into your environment, you 
have to take into account the licensing. Windows Server 2012 for 
Standard and Datacenter are licensed per physical processor; each 
license covers two processors. For example, if your hardware comes 
with four processors, you will need two licenses to properly license the 
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server. Every Windows Server 2012 requires two types of licenses. First, 
you need a server license for the rights to run the operating system, and 
second, you need a client access license (CAL) to allow your clients to 
access the server. CALs come in two � avors:

 � The device CAL allows access for one device for any user.
 � The user CAL allows access for one user on any device.

Depending on your existing licensing, you may already be covered 
for Windows Server 2012. If Windows Server 2012 is solely used for 
virtualization servers, you do not need to have CALs for the host oper-
ating system. However, you will still need CALs for the guest operating 
systems running on the server. There is only one difference between the 
Windows Server 2012 Standard and Datacenter editions, and this is in 
regard to how you use virtualization technologies inside your network. 
Depending on which edition you have chosen (Standard or Datacenter), 
you may not need to purchase server licenses for your virtualized 
instances of Windows Server 2012. If you are using Windows Server 
2012 Standard edition, you are allowed to run two virtualized instances 
of Windows Server 2012 under your server license. If you are using 
Windows Server 2012 Datacenter, you are allowed to run unlimited 
virtualized instances of Windows Server 2012 under your server license. 
For more details and speci� c license questions and pricing, contact your 
Microsoft reseller.

Install Windows Server 2012
After you plan your environment, it will be time to install Windows 
Server 2012. The installation process is fairly straightforward. This is 
mainly because of the role-based nature of Windows Server 2012. You 
will learn more about installing roles in Chapter 2.

Perform a Windows Server 2012 Full Installation
In this section, you will take a step-by-step look at the installation pro-
cess for a Windows Server 2012 full installation. We�ll cover the key 
decisions you need to be aware of as you install the operating system.

 1. Insert the DVD media into the drive and reboot the system. Make 
sure your DVD is in the proper boot priority order so the DVD 
boots � rst. Upon reboot you will see the screen shown in Figure 1.1.
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NOTE The DVD-ROM should hold boot priority over the HDD 
in this instance.

Figure 1.1: Selecting your language

 2. Select your chosen language, time/currency, and keyboard 
method, and then click Next. You will see the screen shown 
in Figure 1.2.

Figure 1.2: Starting the installation
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This screen provides the option to install Windows Server 2012 by 
clicking the Install Now button. The Repair Your Computer op-
tion takes you to the repair and diagnostics functions of Windows 
Server 2012. To continue the installation, click the Install Now 
button.

 3. The next window you see (Figure 1.3) provides you with the 
choice to install your edition of Windows Server 2012. You can 
choose to install the Server with a GUI or the Server Core version. 
Select your version, and click Next. Here is the screen for the trial 
version of Windows Server 2012.

Figure 1.3: Selecting your Windows Server 2012 version

NOTE Depending on the version of Windows Server 2012 
you are installing, you may not see the screen in Figure 1.3 
initially. You may see a screen prompting you for a product key. 
After you type in the product key, you will see your installation 
options based on the key you entered.

 4. Clicking the Next button takes you to the License Agreement 
screen. This screen, shown in Figure 1.4, allows you to read, print, 
and agree to the license terms. Select the check box on the bottom 
left of the dialog box to agree to the license terms, and click Next 
to continue.
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Figure 1.4: Licensing terms

 5. The screen shown in Figure 1.5 provides you with the choice 
between performing an upgrade or custom installation of 
Windows Server 2012. To perform a new installation, click 
Custom, and you will be taken to the next step.

Figure 1.5: Upgrading or customizing

 6. The next screen, displayed in Figure 1.6, allows you to choose the 
location for your Windows Server 2012 installation. This screen 
also allows you to load drivers for your SCSI hard drives. 
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If you are installing on a hard drive connected to a SCSI control-
ler, select Load Driver, and insert the media with the drivers on 
it. You also have a full set of drive partitioning and formatting 
options, as shown in Figure 1.6. When you click the installation 
drive and click Drive options (advanced) for Windows Server 
2012, you are presented with the options to create new partitions 
or delete, format, or extend existing partitions. Choose the 
appropriate option for your system, and click Next. If you do 
not select a partition and the only option you have is unallocated 
space, the Windows Server 2012 installation will create a parti-
tion on that drive by taking all the unallocated space and format-
ting it for you automatically with NTFS. Windows Server 2012 
will also automatically make a system partition of 200MB in size 
during this step. The 200MB partition is not assigned a drive and 
will not be visible in the OS. The partition holds the Windows 
boot � les for the Windows recovery environment (winRE).

Figure 1.6: Selecting a drive and partition

 7. When you select the partition you created, the installation will 
begin, and you will see a screen similar to Figure 1.7. The system 
may also reboot several times during this phase of installation.
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Figure 1.7: Windows installation progress

 8. After the � nal system reboot, you will be asked to con� gure the 
administrator�s password, and you will see a screen similar to 
Figure 1.8.

Figure 1.8: Initial change of password logon

Set your administrator password. The password needs to be com-
plex. This means the initial password needs to meet the following 
requirements:

 � Cannot contain the user�s account name or parts of the user�s full 
name that exceed two consecutive characters
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 � Be at least six characters in length
 � Contain characters from three of the following four categories:

 � English uppercase characters (A through Z)
 � English lowercase characters (a through z)
 � Base 10 digits (0 through 9)
 � Nonalphabetic characters (for example, !, $, #, or %)

There is also an option for you to create a password reset disk. By 
clicking this option, you can create a recovery disk, which allows 
you to create a new password for the user ID. You create this disk 
only once, no matter how many times the password for the 
account changes.

 9. After you set the password, you will see a screen similar to 
Figure 1.9. 

Figure 1.9: Logon window

After you have set the password, the Windows Server 2012 installa-
tion will complete, and you will see a new screen with the new version 
of Server Manager, as shown in Figure 1.10.
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Figure 1.10: Server Manager

Perform a Windows Server 2012 Server Core 
Installation
Installing Windows Server 2012 Server Core follows a process similar 
to the previous steps. The only difference comes in step 3; here you 
would select Server Core Installation instead of Server with a GUI for 
your edition of Windows. You will learn how to add roles in 
Chapter 2.

Use scon� g to Con� gure Your Windows 
Server 2012 Server Core
After you install Windows Server 2012 Server Core, you need to con-
� gure the basics of the server, such as the network settings, computer 
name, domain membership, and so on. In prior versions of Windows 
Server, you had to be familiar with the netsh commands in con� guring 
these aspects of Server Core.

Although you can still con� gure the Server Core installation 
with netsh commands as you may have done in the past, by default 
PowerShell is installed on a Windows Server 2012 core installation and 
you can begin your management with PowerShell. We will take a look 
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at PowerShell in Chapter 3, �Automating Administrative Tasks with 
Windows Server 2012.� You can also leverage Server Con� guration. 
Server Con� guration is a DOS-style menu con� guration system that 
provides simple commands for con� guring your server. This tool allows 
you to complete these common tasks easily. After you log on to Server 
Core, type sconfig. You will see a screen similar to Figure 1.11.

Figure 1.11: Server Con� guration tool

As you can see, this tool is very easy to follow. For example, if you 
want to change the network settings after you have launched sconfig, 
press the 8 key to con� gure the settings. Then you will just need to fol-
low the menu screens to � nish the con� guration.

If you do not want to use sconfig, PowerShell, or the command 
prompt, you can add the GUI management components. Adding the 
GUI management components provides an easy and familiar way to add 
and remove server roles and features. What makes Server Core great in 
Windows Server 2012 is that you can add the GUI, con� gure the server, 
and then easily remove it.

To start a PowerShell on a Server Core, type PowerShell at the com-
mand prompt. To install the GUI features, you will � rst need to mount 
the installation � les:

 1. Make a mount directory for the installation � les. From within a 
PowerShell session, type Mkdir c:\mount.
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 2. Mount the source � les, In this example, the � les are mounted from 
the Windows Server 2012 installation in the D: drive. By default, 
you can use index 1:
Mount -WindowsImage �ImagePath d:\sources\install.wim
�Index 1 �Path c:\mount -readonly

Once you have mounted the � les, you can use one of the two com-
mands to install the GUI components: 

 � To Install the full Windows Server 2012 GUI, run the following 
PowerShell command:
Install-WindowsFeature Server-Gui-Mgmt-Infra,
Server-Gui-Shell �Restart �Source c:\mount\windows\winsxs

 � To Install the Minimal Server Interface, run the following 
PowerShell command:
Install-WindowsFeature Server-Gui-Mgmt-Infra
 �Restart �Source c:\mount\windows\winsxs

Likewise, if you have installed a full server GUI, you can also remove 
the GUI and convert your installation to a Windows Server Core instal-
lation. You do that by using the Remove Roles and Features Wizard. To 
remove the GUI, follow these steps:

 1. Open Server Manager from the Start screen.

 2. Click Manage on the top toolbar.

 3. Click Remove Roles and Features.

 4. Click Next on the default page.

 5. Select the local server from which you want to remove the GUI 
and click Next.

 6. On the Server Roles page, click Next.

 7. On the Features page, � nd User Interfaces and Infrastructure.

 8. Expand the User Interfaces and Infrastructure.

 9. To remove the full server GUI, deselect Graphical Management 
Tools and Infrastructure and Server Graphical Shell and then click 
Next.

 10. Verify the information on the Con� rm installation selections 
screen and then click Remove.

 11. Verify the results and then click OK. Your server will need to be 
restarted to complete the conversion to Server Core.
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Upgrade to Windows Server 2012
Upgrading to Windows Server 2012 can require some additional plan-
ning and consideration because Windows Server 2012 is released only in 
64-bit versions. You cannot upgrade an x86-based system to Windows 
Server 2012. You can only perform a migration, which will be covered 
in the next section. Your current operating system and edition will 
determine the proper path for your upgrade. However, when you 
perform an upgrade, the process is really an in-place migration under 
the covers. Table 1.6 shows the paths you can take. If your current 
operating system is not listed, it is not supported.

Activating Windows Server Core
When you install Windows Server 2012 on a server with a GUI 
installation or Server Core, you must activate the operating 
 system to ensure you have a valid product. Activation also 
enables your copy of Windows Server 2012 to function  properly. 
On a full server installation, the Activate Windows Wizard 
is located in the Control Panel. This simple wizard takes you 
 step-by-step through the process. However, there is no wizard 
in a Server Core installation of Windows Server 2012, so you 
will have to run one of the following two commands to activate 
the  operating system.

 � If you entered the product key for your Server Core installation 
during the install process, run this script:

cscript C:\windows\system32\slmgr.vbs -ato

 � If you did not enter the key during the install process, run the 
following command:

cscript C:\windows\system32\slmgr.vbs -ipk <product key>

When the script � nishes execution, run this command to activate 
Windows:

cscript C:\windows\system32\slmgr.vbs -ato
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Table 1.6: Upgrade Paths

Existing Windows Operating System Windows Server 2012 Upgrade 
Options

Windows Server 2008 Standard with SP2 
or Windows Server 2008 Enterprise with 
SP2

Windows Server 2012 Standard, Windows 
Server 2012 Datacenter

Windows Server 2008 Datacenter with SP2 Windows Server 2012 Datacenter

Windows Web Server 2008 Windows Server 2012 Standard

Windows Server�2008�R2 Standard with 
SP1 or Windows Server�2008�R2 Enterprise 
with SP1

Windows Server 2012 Standard, Windows 
Server 2012 Datacenter

Windows Server�2008�R2 Datacenter with 
SP1

Windows Server 2012 Datacenter

Windows Web Server�2008�R2 Windows Server 2012 Standard

Performing an in-place upgrade is a destructive process in a sense. 
You are replacing the existing server operating system with the new 
one�and this is a one-way street. If the upgrade process goes awry, you 
will incur downtime until you resolve the issue and restore your system. 
Before you perform any upgrade or migration, back up your existing 
server operating system and data. To perform an in-place upgrade, 
follow these steps:

 1. Insert the DVD media into the drive. The screen shown in 
Figure 1.1 displays.

 2. When you click Install Now, you will be presented with a couple 
of choices, as shown in Figure 1.12. You can choose to partici-
pate in the Microsoft Customer Experience program by selecting 
I Want To Help Make Windows Installation Better. This pro-
gram helps Microsoft identify trends for successful and unsuc-
cessful installations and determine which updates are needed. 
Choosing to participate is strictly optional. You can learn more 
about the program by clicking What Information Will Be Sent To 
Microsoft?
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Figure 1.12: Installation updates

You will also be presented with a choice to upgrade your installa-
tion � les. You should always choose to update them; the following 
updates are included in this choice:

 � Installation updates
 � Driver updates
 � Windows updates
 � Microsoft Windows Malicious Software Removal Tool 

updates

If you choose to go online and update your installation, you will 
see a screen similar to Figure 1.13 while downloading the updates. 
After you�re done downloading them, or if you choose not to up-
date the installation, you will proceed to the next step.

Figure 1.13: Update installation progress
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 3. The next step provides you with the choice to install the edition of 
Windows Server 2012. You can choose to install the full edition of 
Windows Server 2012 or the Server Core version. Select your ver-
sion, and click Next.

 4. When the License Agreement screen appears, you can read, print, 
and agree to the license terms. Select the check box on the bottom 
left of the dialog box to agree to the license terms, and click Next 
to continue.

 5. The next step offers you the choice between performing an 
upgrade or custom installation of Windows Server 2012. To 
proceed to the next step of the upgrade, you need to choose the 
upgrade option.

 6. The Windows Server 2012 installation will perform a compat-
ibility check, and you will see a screen similar to Figure 1.14. The 
report will be saved to your desktop, and you will see what devices 
will be affected by the Windows Server 2012 upgrade. Click Next 
to continue.

Figure 1.14: Compatibility report

 7. The Windows Server 2012 upgrade will continue to the next step, 
and you will see a screen similar to Figure 1.15. During this phase 
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of installation, all the necessary � les, settings, and programs 
needed for the upgrade will be collected and analyzed. The system 
may also reboot several times during this phase of installation.

Figure 1.15: Upgrading Windows progress

 8. After the � nal system reboot, the upgrade will be complete, and 
you will be presented with a Login screen. Log in, and you will 
� nish the upgrade. You can also review the compatibility report 
again; it is located on the desktop. The � le will be called Windows 
Compatibility Report.htm.

Install Windows Server 2012 Server Unattended
You can also perform an unattended installation of Windows Server 
2012. This provides a useful method to rapidly deploy new servers in 
your environment. Unattended installs are completed by creating an 
answer � le. The answer � le is the � le containing the main con� gura-
tions for the Windows Server 2012 installation. Settings can include 
application con� guration, such as con� guring the home page in Internet 
Explorer and controlling the desktop look-and-feel settings. To cre-
ate an answer � le, you � rst need to install the Windows Automated 
Installation Kit (WAIK). The WAIK is available in the MDT Toolkit, 
located here:
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http://www.microsoft.com/en-us/download/details.aspx?id=25175

After you download the MDT, install the tool by clicking the MSI 
� le and step through the wizard, accepting the defaults.

Install the WAIK
The WAIK is a � exibility utility tool that allows you to customize your 
Windows Server installs. You can also create the necessary � les to assist 
with con� guration and deployments. To install the WAIK, you need to 
install the .NET framework feature. You can � nd it in the Add Roles 
and Features Wizard in Server Manager.

 1. Open Server Manager.

 2. Click Dashboard.

 3. Click Add Roles And Features.

 4. Click Next on the default page.

 5. Select Role-based or feature-based installation and click Next.

 6. Select the local server and click Next.

 7. On the Server Roles page, click Next.

 8. On the Features page, � nd .NET Framework 3.5 Features.

 9. Expand the .NET Framework 3.5 Features.

 10. Select .NET Framework 3.5 Features (includes .NET 2.0 and 3.0) 
and click Next.

 11. Verify your selection on the Con� rm installation selections screen 
and click Install.

 12. Verify the results and click OK. The server may need to be 
restarted to complete the installation.

After you have installed the MDT, go to the Start screen, begin typ-
ing Deployment Workbench, and then click the Deployment Workbench 
icon in the results.
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Where�s the Start Menu?
You might have noticed that Windows Server 2012 has no Start 
menu. When you press the Windows key on your keyboard, a 
screen similar to the one shown here appears.

Although you probably will not use the Start screen very fre-
quently, you might have to venture into it. If you do, my advice is 
to just type what you want to � nd. The Start screen has built-in 
search capabilities and, when you start typing, you�ll get a list of 
applications installed on the server. For example, if you are look-
ing for the Administrative Tools group, just start typing adminis-
trative tools and see what happens. Alternatively, type cmd and 
see what happens. You will � nd the Start screen is useful, but 
for server management, you probably will not need to look any 
further than the new Server Manager. (You�ll learn about Server 
Manager at the end of this chapter. You�re going to love it!)

 1. In the Navigation pane of DeploymentWorkbench, expand the 
Deployment Workbench and then expand the Information Center.

 2. Select Components and then select Windows AIK from the 
Components pane.

 3. Click Windows AIK to download the � les. After the � les (approxi-
mately 1GB) are downloaded, you should see a screen similar to 
Figure 1.16. Click Install.
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Figure 1.16: Welcome to WAIK

 4. Click Next on the Welcome screen.

 5. Click Next after you accept the license agreement.

 6. Pick a drive and directory for the tools. (The tools require about 
1.2GB of drive space.) Then click Next.

 7. Click Next to begin to the installation, and click Close on the � nal 
screen.

Create an Answer File
After you have installed the WAIK tools, your next step is to create an 
answer � le. The � le contains con� guration settings for Windows and 
provides the settings to your preferred desktop. To create an answer � le, 
you will use the Windows System Image Manager (SIM). Before you 
create an answer � le, you will need to load the install.wim � le from the 
Windows Server 2012 DVD. The � le is located in the sources directory. 
Copy the � le to a local directory�for example, c:\source.

 1. Start Windows SIM by going to the Start screen and typing 
Windows System Image Manager, and select it when it appears in the 
results list.

 2. In Windows SIM, select File � Select Windows Image, and navi-
gate to the directory that contains the install.wim � le.
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 3. After you select the install.wim � le you located in step 2, you will 
be presented with the dialog box shown in Figure 1.17. Choose the 
edition of Windows Server 2012 for which you are creating the 
answer � le and click OK.

Figure 1.17: Windows image selection

 4. After you select the edition, you will be asked to create a catalog 
� le; click Yes. This process can take several minutes.

 5. Choose File � New Answer File, and your screen will look similar 
to Figure 1.18.

Figure 1.18: WAIK

c01.indd   30c01.indd   30 5/23/2013   4:24:35 PM5/23/2013   4:24:35 PM



Install Windows Server 2012 31

 6. You will need to add and con� gure the many settings that � t your 
needs. For more information on con� guring the settings, see the 
help � le that comes with the WAIK toolset (waik.chm).

 7. When you are done modifying settings in the answer � le, you 
will need to save the � le. Select File � Save Answer File. During 
the save process, the SIM tool will start a validation process. The 
Validation tool ensures that your answer � le is correctly formatted 
and the settings are properly con� gured. Before you save, you 
can also validate the � le by selecting Tools � Validate 
Answer File.

 8. Save the answer � le with the name Autounattend.xml.

Install Windows Server 2012 Unattended
After you have an answer � le, it is time to install Windows. The previ-
ous process is good for single-server deployments. However, the WAIK 
tools also provide resources for many deployment methods. The WAIK 
toolset provides many tools to quickly deploy multiple servers via a 
variety of sources. You will learn the DVD method to deploy Windows 
Server 2012 unattended.

 1. Copy your answer � le (Autounattend.xml) to a disc or USB � ash 
drive (UFD).

 2. Insert your UFD and your Windows Server 2012 DVD into the 
server you want to install.

 3. The Windows Server 2012 setup program automatically checks 
the removable media for a � le called Autounattend.xml.

 4. After the installation is complete, make sure your settings were 
properly installed.

 5. Lastly, you need to reseal the system by running this 
command:

c:\windows\system32\sysprep\sysprep.exe /oobe /
generalize /shutdown

Resealing the system removes hardware-speci� c and unique system 
information. This is required if you plan to redeploy the image and 
properly ready the system for users.
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Migrate to Windows Server 2012
Performing a server migration instead of an in-place upgrade has some 
advantages you should consider. Performing a migration does require 
two servers; however, this is one of the advantages. On the server you 
will be migrating to, you will perform a clean install of Windows Server 
2012, and clean installations exhibit more stability than upgraded 
servers. Migrations also reduce the risk of downtime in your server 
environment and offer a fallback plan. During migration, the server 
being migrated from is still running, and if the migration fails, you can 
start all over with the new server without impacting your environment. 
Lastly, migration allows you to do performance and benchmark testing 
prior to fully completing the migration.

Windows Server 2012 migration can be used successfully in these 
three scenarios:

x86 to x64 scenarios  As mentioned earlier, Windows Server 2012 
is available only in 64-bit. Migration is the only method for the x86 
hardware.

Virtual server to physical server and physical server to virtual 
server  If you are looking to virtualization for some of your 
server components in your current environment, then migration is 
the way to go. Likewise, if you are looking to move some of your 
virtual servers to the physical systems, migration offers another 
great pathway for you.

Core Server to full server and full server to Core Server  As men-
tioned in Table 1.6, you can perform this type of upgrade only on 
Windows Server 2012 servers. Migration is the only way to move 
from a Server Core installation to a full installation of Windows 
Server 2012. You can also turn a full server into a Server Core 
through this process. However, make sure the roles on the full 
server are supported by Server Core. 

Migration can be from x86 or x64 systems and supports the follow-
ing source operating systems:

 � Windows Server 2003
 � Windows Server 2003 R2
 � Windows Server 2008 (full server only)
 � Windows Server 2008 R2 (full server or Server Core)
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NOTE Windows 2008 Server Core is not supported for migra-
tion because Server Core has no .NET Framework support. 
Additionally, the system language on both the source and the 
target have to be the same. For example, if the source server�s 
system language is English and the target server is in Spanish, 
then the migration tools will not work.

Migration can be performed for the following roles, features, set-
tings, and data:

 � Active Directory Domain Services (AD DS)
 � DNS
 � DHCP
 � File Services
 � Print Services
 � BranchCache
 � IP con� guration
 � Local Users and Groups

Prior to performing the migration, you need to install the Windows 
Server 2012 migration tools.

Install Windows Server 2012 Migration Tools
The migration tools are new and provide a much improved resource for 
successfully migrating your environment. You will install the migra-
tion tools � rst on the target Windows Server 2012 server and then on 
the source server. Prior to installing the migration tools, make sure the 
source servers meet the system requirements listed in Table 1.7, and 
verify you are, at the minimum, a member of the Administrators group 
on both the target and source servers.

Table 1.7: Migration Tool System Requirements

Source Server OS Requirements

Windows Server 2003 or 
Windows Server 2003 R2

25MB free drive space, .NET Framework 2.0, Windows 
PowerShell 1.0 or later

Windows Server 2008, 
2008 R2, or 2012

23MB free drive space, Windows PowerShell or the Server 
Manager command-line tool (ServerManagerCmd.exe)
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First, install the migration tools on the Windows Server 2012 tar-
get server. After the tools are installed on the target server, create 
deployment folders on the target server for the source server. Lastly, to 
complete the installation, register the Windows Server migration tools 
on the source servers. You will see how to install the tools via Server 
Manager:

 1. Open Server Manager (you can also install the tools via PowerShell 
if you are running Windows Server 2012 Server Core) on the target 
server, click Dashboard and select Add Roles And Features.

 2. Click Next on default page.

 3. Select Role-based or feature-based installation and click Next.

 4. Select the local server and then click Next.

 5. On the Server Roles page, click Next.

 6. On the Features menu, you may need to scroll down to select 
Windows Server Migration Tools. You will see a screen similar 
to Figure 1.19. After you select Windows Server Migration 
Tools, click Next.

Figure 1.19: Migration features

 7. Verify the Con� rm installation selections screen and click Install. 
You will see a screen similar to Figure 1.20.
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Figure 1.20: Windows Server Migration Tools con� rmation

 8. Verify the results and click OK. The server may need to be 
restarted to complete the installation.

 9. After the tools are installed, create the deployment folders on the 
target computer. To do this, � rst you need to open an administra-
tor command prompt. Move your mouse to the lower left of the 
screen and right-click. You will see a menu similar to Figure 1.21. 
Select Command Prompt (Admin).

Figure 1.21: Selecting Command Prompt (Admin)
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 10. Create a deployment folder on the target computer to hold the 
migration tools; the following examples use c:\migration. This 
folder can also be a network path.

 11. In the Command Prompt window, change to the Server Migration 
Tools directory. The directory by default is located at c:\windows\
system32\ServerMigrationTools\ (if you installed to the default 
directory on the C: drive). To get there quickly, you can enter the 
command cd %windir%\system32\servermigrationtools\ and press 
Enter.

 12. Depending on what architecture and operating system your 
source system is running, you will need to run one of the following 
commands. The command creates a directory with the migration 
tools in it, as in Figure 1.22, which shows a directory created for a 
64-bit version of Windows 2003 with the name of SMT_ws03_amd64.

Figure 1.22: Windows migration directory

 � If your server is 64-bit Windows Server 2003, type the follow-
ing command and press Enter:
SmigDeploy.exe /package /architecture amd64 /os WS03 /
path c:\migration

 � If your server is 64-bit Windows Server 2008, type the follow-
ing command and press Enter:
SmigDeploy.exe /package /architecture amd64 /os WS08 /
path c:\migration

 � If your server is x86 Windows Server 2003, type the following 
command and press Enter:
SmigDeploy.exe /package /architecture X86 /os WS03/path 
c:\migration
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 � If your server is x86 Windows Server 2008, type the following 
command and press Enter:
SmigDeploy.exe /package/ /architecture X86 /os WS08 /
path c:\migration

 � If your server is Windows Server 2008 R2, type the following 
command and press Enter:
SmigDeploy.exe /package /architecture amd64 /os WS08R2 /
path c:\migration

 13. Copy the folder created in step 10 to a local directory on the 
source computer so you can register the tools with the source 
server.

 14. On the source server, open a command prompt. If the server is 
Windows Server 2003, just run the command. However, if the 
source server is Windows Server 2008 or 2008 R2, you will need 
to run an elevated command prompt. To do that, select Start � 
All Programs � Accessories, right-click Command Prompt, and 
select Run As Administrator.

 15. Change to the directory to which you copied the � les in step 13.

 16. Type .\Smigdeploy.exe, and press Enter to register the tools. When 
this command is complete, you will see a status message, and a 
Windows PowerShell window will open. You will see a screen 
similar to Figure 1.23.

Figure 1.23: Windows migration install
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After you install the migration tools, it will be time to perform the 
migration.

Migrate to Windows Server 2012
Regardless of the feature or role you will be migrating to Windows 
Server 2012, you will follow three general steps after you install 
Windows Server 2012 on the new target server:

 1. Export the settings from the source server to temporary storage.

 2. Import the settings to the target server from temporary storage.

 3. Transfer any data and shares from the source server to the target 
server.

A New Server Manager
One of the new tools you will � rst see in your Windows Server 2012 
installations is Server Manager. This tool will change not only how you 
manage your local server but all of the servers in your infrastructure. 
Throughout this book, you will see Server Manager in action; in this 
section, you will get a brief tour of the tool.

One of the � rst things you will notice about the new Server Manager 
is the Dashboard. The Dashboard is where you can get a quick glimpse 
of your server environment. You can see an example in Figure 1.24.

Figure 1.24: Server Manager
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In the Dashboard, you see the status of all the servers and their 
respective installed roles. This is designed to save you time and 
 administrative effort. If the category in the Roles and Server groups 
is green, then all systems are normal. If the category is red, then you 
most likely have some issues. From the Dashboard, you can quickly 
jump to the status of the roles by clicking the role (or by clicking the 
role name on the left-hand navigation tree). You then will be taken 
to a screen that will show you events, best practice analyzer results, a 
listing of servers running the role, performance counters, and even a 
snapshot of the services that support the role. You can see an example 
of the Hyper-V role in Figure 1.25. Also from the Dashboard, you can 
quickly con� gure the local server, add roles and features, add servers 
to manage, and create groups to manage your server right from the 
Dashboard.

Figure 1.25: Hyper-V in Server Manager

Let�s take a look at managing some of the aspects of your local server. 
When you click Local Server on the Navigation pane or Con� gure 
Local Server on the home page of the Dashboard, you will see a screen 
similar to Figure 1.26.
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Figure 1.26: Con� gure Local Server

As you can see, all the common tasks for server management are listed 
and have links to quickly manage those aspects. From changing the name 
of your server or con� guring the IP address to a quick overview of the 
hardware, this central location allows you to quickly manage the 
server.
One very important aspect of the Server Manager is the top-right menu 
bar shown in Figure 1.27.

Figure 1.27: Server Manager menu bar

This menu bar provides three menus that offer the key to successfully 
managing your servers. The � rst menu, represented by the � ag icon, is 
the Action Center. Click the icon to display a list of recent events, such 
as a successful installation or additional steps taken after a role installa-
tion. You might also see potential issues here.

The next menu item is labeled Manage. From this menu, you can add 
and remove server roles and features, add servers, create a server group, 
and con� gure basic properties of the server manager.
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The last menu item, Tools, is probably going to be one of your 
favorites. Click Tools to access all of the available administrative tools. 
Essentially, the Tools menu is the Administrative Tools group from pre-
vious server environments.

Now, with Server Manager, you can manage multiple servers. To 
do that, you need to add the servers you want to manage. (Make sure 
you have administrative privileges on the servers you add.) You can add 
servers using any of the three following methods:

 � Active Directory
 � DNS
 � Import

 � To add a server, you can either right-click All Servers or click 
the Manage menu and select Add Servers. When you have 
done so, you will see a screen similar to Figure 1.28.

Figure 1.28: Add Servers Via DNS

Then choose the appropriate method for your infrastructure, click 
OK, and the server will be added to the server list. One of Server 
Manager�s hidden gems is that once the server is added to the list, you 
have a great shortcut menu to manage the server, When you right-click 
the server, you will see a screen similar to Figure 1.29.
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Figure 1.29: Server Management shortcut menu

Not only can you add and remove roles and features remotely, you 
can also open a remote desktop connection to the server. You can 
 create groups that will allow you to organize your servers. By going to 
the Manage menu on the menu bar, you can also select Create Server 
Group to create a group of servers you can easily access and manage. 
After you create the server group you can then add all the servers you 
want to manage; they will be grouped in the right-side navigational tree.

In this section, you just took a quick tour of the Server Manager. Do 
not be afraid to explore the different options as you add roles or addi-
tional functionality to your server. Throughout the rest of this book, 
you will see the Server Manager in action and learn how this tool 
provides access to all of your server management needs.
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IN THIS CHAPTER, YOU WILL LEARN TO:

� PLAN FOR WINDOWS SERVER 2012 ROLES (Pages 44 � 57)
� Plan for Active Directory (Page 45)
� Plan for Hyper-V (Page 49)
� Understand Remote Desktop Services (Page 50)
� Understand Windows Server 2012 Features (Page 52)

� INSTALL WINDOWS SERVER 2012 ROLES (Pages 57 � 75)
� Install Roles on a Windows Server 2012 Full Server 

Installation (Page 58)
� Install Roles on a Windows Server 2012 Server Core 

Installation (Page 71)

Adding Server Roles 
and Functionality
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O nce you have installed your Windows Server 2012 server, your job 
is just beginning, even though installing the Windows Server 2012 

operating system can be a fairly straightforward process. More than 
likely, you had a purpose in mind for the server. Unlike earlier server 
operating systems from Microsoft where there were quite a few prein-
stalled roles and servers, no additional roles or features are installed as 
a part of the base operating system in a Windows Server 2012 instal-
lation. You have a blank slate for the server in which to create your 
environment.

As an administrator of a Windows Server 2012 server, you get to 
choose the roles and features you want to install on the new server 
installation. Additionally, when you install the needed functionality on 
the server, Windows Server 2012 will install only the components nec-
essary for the functionality to properly run. Because unnecessary com-
ponents are not installed, the performance of the server is increased. 
This role-based installation methodology has the added bene� t of 
reducing the potential attack surface of your server.

Role-based installation also offers some great � exibility; however, 
this will add time to your planning process. It also means that when 
the server operating system � rst boots up, some things might not work 
as you expect. This generally is a result of a role or feature that has not 
been installed yet and is usually not indicative of a bigger problem or 
server error.

Although there are many roles and services that can be installed on 
a Windows Server 2012 server, this chapter will focus on just a few. 
Each role you install on the server can have numerous considerations for 
installation and planning. The roles selected for this chapter are based 
on the most common elements in many infrastructures.

Knowing how to properly plan, install, and migrate the roles to 
Windows Server 2012 are key factors to working with your server. In 
this chapter, you will learn about planning, installing, and migrating 
the more common roles you can install on a Windows Server 2012 
server. This chapter will discuss both a Windows Server 2012 full 
installation and the Server Core version.

Plan for Windows Server 2012 Roles
Before you can install any roles, you need to plan. Some roles (such 
as the Fax server role) require minimal planning, but others (like the 
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Active Directory roles) require a great deal of planning. In this section, 
we�ll cover some of the planning decisions for these common roles:

 � Active Directory�related roles
 � Hyper-V
 � Remote Desktop Services

Plan for Active Directory
One of the most common functions installed on a Windows Server 2012 
server is Active Directory (AD). AD governs authentication and access to 
your network applications and resources. AD provides the directory ser-
vices that allow you to organize and secure your network infrastructure. 
Before you begin to plan the AD environment, you need to understand 
some of the common terminology used in a typical AD deployment:

Forest  This is the main and � rst logical structure for your direc-
tory structure. The forest is the main security boundary and will 
contain all the objects for your directory, starting with domains. 
Domains inside a single forest will automatically have a two-way 
transitive trust with all the other domains in the forest. The forest 
also de� nes several things for all the domains in the forest. First, 
the forest de� nes the schema for the AD structure. The schema 
contains the de� nition and attributes for all the objects in the for-
est. The schema is extremely important to the AD structure because 
it de� nes the various objects such as the users and groups. It will 
also de� ne what properties make up those objects; an example of a 
property would be a last name or phone number. Also, with some 
enterprise-wide applications, such as email, the schema will get 
extended to support any new objects or properties needed by the 
new application. Some applications need to extend the schema to 
provide the proper objects for the application to function. Second, 
the forest also contains the replication information for the directory 
to properly function. Lastly, it holds the global catalog, which pro-
vides search capabilities for the forest.

Domain  Domains divide the forest into logical units. Domains 
are created to help control data replication and are instrumental in 
allowing your directory structure to scale. The domain contains 
all the security principals (for example, users and groups are stored 
here) for your organization. The domain also handles the authentication 
for your network and, through this, provides the base for securing 
your resources. The domains also help manage trusts. The domain 
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is considered one of the main security boundaries for your network. 
Domains not only allow you to quickly segment resource access for 
users but also provide a tool to delegate administrative tasks. 

Trees  Inside forests you have trees; they are where your domains 
reside. A tree is where domains share a common namespace as 
well as a security context for sharing the many resources located 
in a domain. Any domains you install underneath the � rst domain 
become child domains and get a new DNS name. However, the 
name inherits the parent domain name. For example, if a parent 
domain is called admin.com and you install a new child domain called 
server, the child domain�s DNS name would be server.admin.com.

Trusts  Trusts allow the domains to authenticate resources not 
natively stored in the domain. Trusts can be one-way or two-way. 
Typically, trusts are two-way. For example, if a two-way trust exists 
between domain A and domain B, users from either domain could 
log on and be authenticated regardless of physical location. Inside a 
single tree in a forest, all the domains automatically have a two-way 
transitive trust between one another, making the � ow of informa-
tion much easier. You can control and con� gure the trust relation-
ships to meet your needs. Additionally, when you create a new 
forest, no trust relationship is created between the two forests, but 
you can, however, create one.

Organizational unit (OU)  This provides logical organization to 
a domain. Without the use of OUs, the domain is just one giant 
bucket of unorganized objects, making administration a headache. 
OUs offer the ability to logically organize the objects in your direc-
tory. (Objects are generally user or group accounts.) Although there 
are several objects you can � nd in a domain, the main objects you 
will use on a day-to-day basis are user and group accounts. This 
organization provides several administrative bene� ts. Being able to 
� nd users and edit properties of a group of users is easier with OUs. 
You can also delegate administration to the OUs, which allows 
you to have multiple administrators without having to grant them 
access to the entire domain. Lastly, OUs are used in the deploy-
ment of group policies. Group Policy provides you with the tools to 
centrally manage and control your clients. Chapter 5, �Directory 
Management and Replication,� discusses Group Policy.

User  The user is the account to which you grant access to log on 
to your network. This is one of the main objects inside your domain 
environment.
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Group  This is another important AD object. Providing another 
way to organize your users, groups are invaluable resources when 
you�re granting secure access to your network resources, such as � le 
shares, printers, or applications. Groups can have scopes that range 
from local to the domain to the entire forest. 

Domain controller (DC)  This is the main server (or servers) hold-
ing your domain objects (users, groups, and so on). The domain 
controller is also responsible for replicating the directory struc-
ture to other DCs, as well as for providing support for search 
capabilities.

Read-only domain controller (RODC)  This is a variation of the 
domain controller and holds only read-only copies of the directory. 
Traditional DCs can receive and deliver changes to other DCs in 
the directory structure, but RODCs can receive only replication 
updates. Normally, these servers are used in branch-of� ce scenarios 
but could also be used for other reasons, such as web applications.

Sites  When you�re designing Active Directory domains, OUs, and 
the many other objects that offer logical containers to help organize 
your structure, an important physical element of Active Directory 
is the site. Sites allow you to control the physical structure of your 
network. Sites help govern three important functions in your envi-
ronment: replication, authentication, and service location. Sites 
allow you to de� ne boundaries of your network via IP addresses 
and subnets, and they give you a mechanism to control traf� c. For 
example, when a user logs on to the network, the site determines 
which domain controller will handle the request. The site contain-
ing the same IP subnet as the system the user is logging in from will 
be where the request will be directed. Any domain controllers in the 
site will then proceed to authenticate the user.

For more information on working with Active Directory, please 
review the planning guide located here:

http://technet.microsoft.com/en-US/library/hh831484.aspx
When you start planning your AD structure, you start at the top 

with the forest and domains. Typically, most organizations will have 
one forest, but it is not uncommon to have more than one forest. For 
example, you may have a forest for testing and research purposes. This 
forest is normally, logically, and physically segmented from the rest of 
the network. A typical scenario for this type of forest would be when 
you are testing applications, such as Microsoft Exchange, that extend 
the schema.
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When you install your � rst domain controller, this becomes the 
root domain and the beginning of your forest. Server Core cannot be 
installed as the � rst domain controller in your forest; the � rst DC must 
always be a full install of Windows Server 2012. Additional domain 
controllers may be installed under the root domain, becoming child 
domains or installed off the root of the forest, which will become new 
trees with new namespaces.

The domains are logical units inside the forest that help you organize 
all the directory objects and de� ne the namespace for the rest of the 
domains in the forest. You de� ne the DNS namespace for your entire 
forest when you install the � rst domain controller in AD; typically, this 
is your company�s public-facing DNS name. However, it does not have 
to be. Remember, these are logical structures, and you can call them 
whatever best suits the needs of your organization. It is important to 
note, however, that you should have your DNS name well thought out 
and planned before you install your � rst domain controller. Changing 
your DNS name can have wide-ranging impact not only on your Active 
Directory forest but on any applications that leverage the directory, such 
as email or other line-of-business applications.

For example, if your � rst domain is called corp.com, all the domains 
installed as part of the parent domains tree will share that namespace of 
corp.com. Take a look at Figure 2.1 for a quick picture of what a logical 
structure of Active Directory would look like.

north.corp.com south.corp.com

corp.com partner.com

Forest A Forest B
Trust Relationship

Figure 2.1: In this Sample Active Directory design, triangles represent domains, 
circles are OUs, and trusts are represented by arrows.
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Inside the domain, you create organizational units to further create 
logical organizational structure for the domain. When you create OUs, 
there is no right or wrong way to set them up, as long as they add ef� -
ciency and organization to your directory structure. You may choose to 
organize the OUs alphabetically by last name (the least common way) 
or align them by business units (the most common way). There are any 
number of other ways, but the main point is that you want to make 
your life easier as an administrator.

Plan for Hyper-V
Growing in demand is the use of virtualization technologies to leverage 
underutilized resources to help with server consolidation and � exibility. 
Windows Server 2012 Hyper-V is built on the hypervisor technology. 
Hypervisor allows virtual systems to access server hardware ef� ciently. 
Unlike other virtualization technologies, Hyper-V does not place any 
third-party drivers in the hypervisor layer. The drivers that are lever-
aged by the virtualized systems are placed in the parent partition (the 
host operating system). All other virtual machines you install will be 
placed in child partitions.

Deciding to have your server handle virtualization workloads might 
seem straightforward, but this role does require additional planning. 
You need to take a look at which server workloads will be virtual-
ized on the server and what additional hardware resources, if any, will 
be needed on the server, should you virtualize open-source (Linux) 
systems. With all of these questions you need to answer, you may be 
inclined to start looking at your performance logs and application 
logs to determine workloads. Fortunately, you can take advantage of a 
resource that Microsoft provides called the Microsoft Assessment and 
Planning (MAP) Toolkit. You can download this utility from http://
technet.microsoft.com/en-us/library/bb977556.aspx.

You can take advantage of several reporting and analysis functions 
that the MAP Toolkit makes available. Speci� cally for Hyper-V plan-
ning, there is a report that can help you make those server consolida-
tion decisions. MAP Toolkit can generate both application and server 
recommendations for your network to help you determine the most 
optimal candidates for virtualization. This tool can dramatically reduce 
the amount of Hyper-V planning time. If you plan correctly, you can 
discover the potential for reducing your physical servers.
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Understand Remote Desktop Services
In Windows Server 2008 R2, Terminal Services was renamed to 
Remote Desktop Services (RDS). The functionally of Remote Desktop 
Services is similar to the functionality of Terminal Services in Windows 
Server 2008. You can use these services to provide presentation virtu-
alization to your environment. Planning for presentation virtualization 
follows similar methodologies of server virtualization. In addition to 
traditional terminal services, RDS provides capabilities for Virtual 
Desktop Infrastructure (VDI), which allows you to virtualize your 
desktop infrastructure workload onto servers in your data center. VDI 
allows you to take your typical desktop applications, data, and even the 
operating system itself and provide it on your thin clients. The systems 
those users work on use the Remote Desktop Protocol to connect to the 
back-end server. When installing RDS, the general rule of thumb is 
to install the applications that will be used on the RDS server after you 
install RDS so you avoid any potential issues or reinstallations of appli-
cations. In most cases, the applications have special terminal-server-
friendly installation instructions. (You�ll � nd more about virtualization 
in Chapter 13, �Managing Server Remote Access.�)

Another planning consideration is security. How will clients authen-
ticate against your server and with what level of security? You have two 
choices:

 � Require network-level authentication
 � Do not require network-level authentication

Your decision can impact the type of clients and the level of secu-
rity provided by your RDS server. The decision also controls when the 
authentication of clients occurs during the logon process. If you choose 
to require network-level authentication, the user is authenticated before 
the remote desktop connection is established. This method provides a 
higher level of security. However, this method also requires your remote 
desktop clients to be using at least version 6.0 of the Remote Desktop 
client, and the Windows client needs to support the Credential Security 
Support Provider (CredSSP) protocol. CredSSP is built into Windows 
Vista and comes with Service Pack 3 for Windows XP, as well as 
Windows 7, Windows 8, Windows Server 2008, Windows Server 2008 
R2, and Windows Server 2012.

If you choose to not require network-level authentication, you will 
allow any version of the remote desktop client software to connect. 
However, this will lower the security because the user authentication 
occurs late in the connection process.
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When planning Remote Desktop Services, you need to understand 
the core services. Table 2.1 describes them.

RDS and Active Directory Services
We do not recommended placing RDS on a server running AD 
services. There are two reasons for this. First, RDS can cre-
ate the potential for security risks on the AD services. Second, 
depending on RDS workload in your environment, the RDS ser-
vices can degrade your server�s performance.

Table 2.1: Remote Desktop Services Functions

Function Description

Remote Desktop Session Host This provides two services for the server to 
host for your environment; this server can host 
Windows-based applications or a full Windows 
desktop. This is the core component for RDS.

Remote Desktop Licensing This server manages and monitors the usage 
of RDS client access licenses (CALs). CALs are 
required for connections to the remote desktop 
server. This server is also a required component 
when you install RDS.

Remote Desktop Connection Broker This function is for remote desktop server farms. 
This service helps load balance the connections to 
the server.

Remote Desktop Gateway This allows your users to connect to the remote 
desktop server over the Internet, without the need 
to be connected directly to the corporate network. 

Remote Desktop Web Access This allows users to connect to the remote work-
spaces con� gured on the RDS server via a web 
browser; this service also provides con� guration 
settings that can be placed on the Start menu of 
the client computer. The website provides access 
to applications or desktops you have authorized 
for web access.

Remote Desktop Virtualization Host This enables the RDS server to provide desktop 
virtualization services. This role service requires 
the Hyper-V role to be installed on the server.
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Understand Windows Server 2012 Features
Windows Server 2012 provides an additional set of functions to the 
server called features. These features were part of Windows Server 
2008, but there are also some new features in Windows Server 2012. 
Some of these features are required for certain roles to function, while 
other features will add reliability to your server, as in the clustering 
feature. Some will just add aesthetics, such as the desktop experience 
feature. When planning your server OS, you might need to install some 
of these features to achieve the desired con� guration. In most cases, 
you will not need to install the necessary features to support a role. 
Required features will generally be installed when you install the role.
To install a Windows Server 2012 feature, open Server Manager and 
go to Add Roles and Features. Table 2.2 provides a quick review of the 
features.

Required Windows Server 2012 Features for RDS Services
Two RDS roles, Remote Desktop Gateway and Remote Desktop 
Web Access, require more services to be installed for the RDS 
roles to properly function.

If you install the Remote Desktop Gateway service, you must 
install Web Server, Network Policy and Access Services, RPC 
over HTTP Proxy, and Remote Server Administration Tools.

If you install Remote Desktop Web Access, you must install Web 
Server and Remote Server Administration Tools.

Feature Description

.NET Framework 3.5 Provides the necessary application program-
ming interfaces for applications to work. The 
framework is needed for a variety of the roles. 

.NET Framework 4.5 Is the next generation of the .NET framework. 
In addition to previous versions, it provides 
the platform for a variety of applications from 
desktops to smartphones to cloud-based 
applications.

Table 2.2: Windows Server 2012 Features
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Feature Description

Background Intelligence Transfer Service 
(BITS)

Provides an asynchronous transfer service for 
� les. This can help with the download of � les 
in the background. If interrupted, BITS contin-
ues a download from the point where it was 
interrupted; it does not start over.

BitLocker Drive Encryption Provides drive encryption in case the drive is 
lost or stolen.

BitLocker Network Unlock Enables a network-based service to unlock 
domain-joined system drives automatically. 
This enables administrators to work on sys-
tems during off hours when the users are not 
available to unlock the drives.

BranchCache Helps reduce bandwidth consumption for 
clients located in branch-of� ce scenarios The 
clients need to be Windows Server 2008, 
Windows Server 2008 R2, or Windows Server 
2012 servers or Windows 7 clients.

Client for NFS Provides client connectivity for UNIX NFS 
shares.

Data Center Bridging A suite of IEEE standards that provides 
hardware-guaranteed bandwidth and reli-
able transport. Helps to enforce bandwidth 
allocation.

Enhanced Storage Provides support for accessing functions on 
enhanced storage hardware and devices.

Desktop Experience Includes common desktop components, 
such as a Media Player, visual effects 
(Windows Aero), and other common desktop 
applications. Even though these features 
are installed, they still need to be enabled 
manually.

Failover Clustering Provides failover capabilities by clustering 
multiple servers together to act as one server.

Group Policy Management Installs the MMC snap-in so you can manage 
Group Policy Objects.

Ink and Handwriting Services Provides support for services typically needed 
for tablet-style systems. Also includes a use-
ful tool called the Snipping tool, which allows 
you to create snapshots of Windows screens.
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Feature Description

Internet Printing Client Installs the necessary protocols for printing on 
the network or Internet.

IP Address Management (IPAM) Server Provides the framework for managing IP 
address space and other services including 
Dynamic Host Con� guration Protocol (DHCP) 
and Domain Name Service (DNS). IPAM man-
ages trends, monitors, and provides other 
functions for both IPv4 and IPv6 address 
spaces.

Internet Storage Name Server (iSNS) Provides the necessary services for discover-
ing and supporting Internet Small Computer 
System Interface (iSCSI) storage area 
networks.

Lineprinter (LPR) Port Monitor Enables the server to print to line printer 
daemons, which are commonly used on UNIX-
based systems.

Management OData IIS Extension Provides the necessary framework for 
PowerShell cmdlets through a web service 
running on IIS.

Media Foundation Provides the subset of DirectShow to sup-
port application to transcode, analyze, and 
generate media � les. The Desktop Experience 
feature requires this.

Message Queuing Provides messaging support services between 
applications.

Multipath I/O Coupled with Device Speci� c Module (DSM), 
provides support for multiple data paths to 
storage devices.

Network Load Balancing Provides support for Transmission Control 
Protocol/Internet Protocol (TCP/IP) to distrib-
ute network traf� c across multiple servers. 
This is very useful when your server is provid-
ing web services that need to scale as the 
load increases.

Peer Name Resolution Protocol Provides name resolution for applications that 
can register with your computer so other sys-
tems can communicate with the applications.

Table 2.2: Windows Server 2012 Features (continued)
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Feature Description

Quality Windows Audio Video 
Experience (qWave)

Provides a network platform enhancing the 
quality and reliability of AV applications, such 
as streaming media capabilities. This feature 
provides Quality of Service (QoS). Speci� cally, 
on Windows Server 2012, it provides rate-of-
� ow and prioritization services.

Remote Access Service (RAS) 
Connection Manager Administration Kit 
(CMAK)

Provides a tool to create Connection Manager 
pro� les for remote connections like what is 
used in VPN scenarios.

Remote Assistance Provides you and support personnel with the 
ability to view and share control of a user�s 
desktop that needs support.

Remote Differential Compression Provides the computation to minimize band-
width utilization for transfers between two 
network resources.

Remote Server Administration Tools Installs tools for remotely managing roles and 
features on your Windows Server 2012 server. 
With this feature, you can selectively install 
the roles or features for which you want to 
enable remote management.

Remote Procedure Call (RPC) over 
Hypertext Transfer Protocol (HTTP) 
Proxy

Used for client applications capable of relay-
ing RPC traf� c over HTTP. A common example 
is Outlook over RPC, which allows Outlook to 
leverage the HTTP protocol for communication 
to the email servers.

Simple TCP/IP Services Provides backward-compatibility support for 
TCP/IP services and should not be installed 
unless an application requires any of the func-
tions of a character generator, echo, or other 
simple services.

Simple Mail Transfer Protocol (SMTP) 
Server

Supports basic email transfer services for 
email messages and systems.

Simple Network Management Protocol 
(SNMP) Service

Installs agents for monitoring network activity.

Subsystem for UNIX-based Applications 
(Deprecated)

Provides the Windows Server 2012 server to 
run UNIX-based programs.

Telnet Client Allows connections to Telnet servers.
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Feature Description

Telnet Server Provides remote command-line administrative 
capabilities for Telnet client applications.

Trivial File Transfer Protocol (TFTP) 
Client

Provides read and write capabilities to a 
remote TFTP server.

User Interfaces and Infrastructure Contains the features for the full GUI instal-
lations, and minimal interface in the server�s 
graphical shell. Additionally, the desktop expe-
rience is included in this feature.

Windows Biometric Framework Installs the necessary support services for 
� ngerprint devices, typically used to log on to 
the server.

Windows Feedback Forwarder Allows your server to automatically send feed-
back to Microsoft via Group Policy settings 
and to join the customer experience improve-
ment program. The service periodically col-
lects and sends data to Microsoft.

Windows Identity Foundation 3.5 Is used to implement claims-based identity 
for applications that leverage claims-based 
authentication.

Windows Internal Database Provides a data store for only Windows roles 
and features such as Active Directory Rights 
Management Services (AD RMS), Windows 
Server Update Services (WSUS), and 
Windows System Resource Manager.

Windows PowerShell Provides a GUI window that allows you to run 
PowerShell commands. You can also test and 
create PowerShell scripts in this new utility. 
This feature includes the Integrated Scripting 
Environment (ISE) and PowerShell 2.0 engine. 
It also includes a new feature called Windows 
PowerShell Web Access, which provides a 
web gateway that provides remote access for 
remote administration via PowerShell.

Windows Process Activation Service Removes the dependency on HTTP for Internet 
Information Services (IIS), allowing other 
applications to use non-HTTP protocols. 

Windows Search Service Provides fast � le search for Windows Search 
Service compatible clients.

Table 2.2: Windows Server 2012 Features (continued)
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Feature Description

Windows Server Backup Provides backup and recovery tools for 
Windows Server 2012 for the operating sys-
tem, applications, and data.

Windows Server Migration Tools Installs the PowerShell cmdlets for migra-
tion; refer to Chapter 1, �Getting Started with 
Windows Server 2012,� for how to install this 
feature.

Windows Standards-Based Storage 
Management 

Allows you to connect and work with storage 
devices that conform to the SMI-S standard.

Windows System Resource Manager 
(Deprecated)

Provides administrator control over how CPU 
and memory resources are allocated and helps 
provide reliability to applications.

Windows TIFF Filter Provides your Windows Server 2012 server 
with the ability to work with Optical Character 
Recognition (OCR) � les. Speci� cally for TIFF 
6.0 � les, this feature will also allow the � les to 
be properly indexed and searched.

Windows Remote Management (RM) 
ISS Extensions

Provides secure communication with local and 
remote systems using web services.

WINS Server Is for NetBIOS name resolution for computers 
and groups on the network, used now primar-
ily in backward-compatibility scenarios.

Wireless LAN Service Installs the necessary services and con� gura-
tions for wireless adapters to function prop-
erly on your Windows Server 2012 server.

WoW64 (Windows 32-bit on Windows 
64-bit) Support 

Includes the support to run 32-bit applications 
on Server Core installations and is a required 
component for full-server installs.

XPS Viewer Installs the support for XPS documents.

Install Windows Server 2012 Roles
In this section, you will see how to successfully install the roles of a full 
installation of Windows Server 2012 as well as a Server Core installa-
tion. You will learn some of the differences between the two installation 
methods.
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Install Roles on a Windows Server 2012 Full Server 
Installation
In this section, you�ll learn how to install roles on a Windows Server 
2012 full server installation. You will go through the installations for 
Active Directory, Hyper-V, and Remote Desktop Services.

One important new functionality built into Windows Server 2012 
Server Manager is that you can install roles and features. You can use 
the Add Roles and Features Wizard to install on the local server, on 
remote servers (if you have administrative privileges), or on an of� ine 
virtual hard disk (VHD). When you install to a VHD, Server Manager 
injects the role or feature into the virtual hard disk and, when the server 
is started, the role or feature is installed. To use this feature, the VHD 
must be of� ine and must have the Windows Server 2012 operating sys-
tem installed. When you select to install to a VHD � le from the Add 
Roles and Features Wizard, you will see a screen similar to Figure 2.2.

Figure 2.2: Install to a VHD.
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Install the Active Directory Role
As you�ll see, you can install Active Directory Directory Services (DS) 
by adding the Active Directory DS role via Server Manager. After the 
role is installed, DCPromo starts. You then can use DCPromo to turn 
the Windows Server 2012 server into a fully functional domain control-
ler (DC). Here are a few important notes you should consider:

 � After you install the � rst DC, you should consider installing a sec-
ond DC for redundancy. Having a second DC allows your users to 
log on in case of a server outage.

 � Active Directory requires DNS services. Although you can lever-
age most existing DNS services, you should seriously consider uti-
lizing Microsoft�s DNS. It is made with AD in mind. Additionally, 
if no DNS server is installed in your network, DNS will be 
installed as part of the Active Directory installation.

 � Installing AD also installs three necessary services required for 
directory replication:

 � Distributed File Services (DFS) namespaces
 � DFS replication
 � File replication

With this in mind, follow these steps:

 1. Open Server Manager.

 2. Click Open The Dashboard.

 3. Click Add Roles And Features to begin the installation of Active 
Directory.

 4. On the Add Roles and Features Wizard Welcome screen, click 
Next. (You can also select the Skip This Page By Default box 
on the Welcome screen to ignore that page for future role 
installations.)

 5. On the Select Installation Type screen, select Role-based or 
Feature-based Installation and click Next.

 6. On the Select Destination Server screen, select the server or VHD 
for the service and click Next. You will see a screen similar to 
Figure 2.3.
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 7. On the Select Server Roles screen, select Active Directory Domain 
Services. If you are prompted to add required services, review the 
services and click Add Features to continue the installation. Then, 
click Next.

Figure 2.3: Selecting server roles

Add Required Features
When you install certain roles and services, you might be 
required to install features or functions as part of the role instal-
lation. When this occurs, you will be presented with a dialog 
box for adding the required services. For example, when you 
install Active Directory Domain Services, that role requires 
the installation of the Group Policy management tools and the 
remote server administration tools. If those tools are not 
installed already, you will be prompted to install the services, as 
shown next.
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